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Privacy policy statement 

This privacy policy statement informs you about how 
Hottinger AG handles your personal data. 
 
ART. 1 – General 
When it comes to the issue of data protection too, 
Hottinger AG is committed to an open, transparent 
and client-friendly approach. By personal data Hot-
tinger AG means information which relates to a par-
ticular or identifiable person. Hottinger AG interprets 
processing as referring to any handling of personal 
data, irrespective of the means and methods used, in 
particular the collection, storage, use, adaptation, 
publication, archiving or destruction of personal data. 
In addiƟon, the General CondiƟons as well as product- 
and service-specific informaƟon must be considered, 
which contain general informaƟon on data protecƟon. 
 
1.1 Data security 
Hottinger AG undertakes to protect your privacy in 
line with the applicable laws, in particular through the 
rules on the client confidentiality and the law govern-
ing data protection. Hottinger AG takes numerous 
precautions to ensure this, such as the implementa-
tion of technical and organisational security measures 
(e.g. the use of firewalls, personal passwords as well 
as encryption and authentication technologies, ac-
cess restrictions, awareness-raising and training of 
employees). 
 
ART. 2 – Scope of processing 
2.1 Categories of personal data 
Depending on which products and services Hottinger 
AG provides to you, following categories of personal 
data can be processed. Hottinger AG’s policy is to pro-
cess as little personal data as necessary. 
Hottinger AG processes client data. These include, in 
particular, the following: 
 Master data and inventory data, for example 

name, address, phone number, e-mail address, 
occupation, economic and  familial circum-
stances, financial goals, investment knowledge 
and experience, date of birth, contract number 
and duration, documents confirming the client’s 
identity such as ID or passport, information re-
lating to the account, securities deposit, pay-
ments, current or conducted transactions, con-
tracts, products, services;  or information relat-
ing to third parties such as life companions, fam-
ily members, power of attorneys  and advisers 
who are also affected by the data processing. 

 Fiscal domicile and any other documents and 
information which may be relevant in terms 
of tax. 

 Transaction or order management and risk 
management data, for example information 
on the beneficiary in the case of transfers or 
card payments, beneficiary bank, if applica-
ble details of issued mandates, information 
concerning your assets, investment prod-
ucts, risk and investment profiles, cases of 
fraud, enquiries, advice, conversations, 
physical or electronic correspondence. 

 If applicable, recordings of telephone con-
versations between you and Hottinger AG. 

 Marketing data, for example requirements, 
wishes, preferences. 

 Technical data, for example internal and ex-
ternal identifiers, trade numbers, IP ad-
dresses, records of accesses or changes. 

Hottinger AG processes data relating to potential cli-
ents and visitors (i.e. visitors to branches or the web-
site in particular). These include in particular the fol-
lowing: 
 Master data and inventory data, for example 

name, phone number, e-mail addresses, ad-
dresses, date of birth, personal data. 

 If applicable, records of telephone calls between 
you and Hottinger AG. 

 Technical data, for example internal and exter-
nal identifiers, IP addresses, records of accesses 
or changes. 

 Marketing data, for example requirements, 
wishes, preferences. 

 Data which is transmitted to us as a result of 
your visit to our website or which you disclose to 
us (e.g. via a form). 

Hottinger AG processes supplier data. These include 
in particular the following: 
 Master data and inventory data, for example 

names, addresses, functions, phone numbers, e-
mail addresses, date of birth, contract numbers 
and durations, information relating to the ac-
counts or conducted transactions. 

 If applicable, records of telephone calls between 
you and Hottinger AG. 

 Technical data, for example internal and exter-
nal identifiers, trade numbers, IP addresses, rec-
ords of accesses or changes. 

 
2.2 Origin 
In order to fulfil the purposes according to point 2.4, 
Hottinger AG can collect personal data with the fol-
lowing origin: 
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 Personal data communicated to Hottinger AG, 
for example in connection with the opening of 
business relationships, advisory consultations, 
products and services or on Hottinger AG’s web-
site. 

 Personal data which are generated in connec-
tion with the use of products or services and 
which are communicated to Hottinger AG 
through technical infrastructures or through col-
laborative processes, for example in connection 
with the website, in connection with payment 
transactions and securities trading or during the 
course of cooperation with other financial or IT 
service providers or marketplaces and ex-
changes. 

 Personal data from third-party sources, for ex-
ample authorities, sanction lists maintained by 
the UNO, the SECO and the EU. 

 Personal data, which is publicly accessible, e.g. 
on the internet, in the media, in public registers. 
 

2.3 Period for which the data is stored 
The period for which personal data is stored is deter-
mined according to statutory record-keeping obliga-
tions and the purpose for which the data in question 
is processed. 
As a rule, Hottinger AG stores personal data for the 
duration of the business relationship or term of the 
contract and subsequently for a further five, ten or 
more years (depending on the applicable legal basis). 
This corresponds to the interval of time within which 
legal claims can be brought against Hottinger AG. Cur-
rent or anticipated legal or supervisory authority pro-
ceedings can lead to data being stored beyond this 
period. 
 
2.4 Purposes 
Hottinger AG can process the personal data described 
under point 2.1 in connection with the provision of its 
own services as well as for its own purposes or those 
required by law. These include in particular the fol-
lowing: 
 Client registration procedures, the conduct, pro-

cessing and administration of the business rela-
tionships and products and services provided by 
a securities firm (for example verification of 
identities, evaluation of applications, payments, 
invoices, accounts, cards, investments, stock ex-
change, client service, communication). 

 Monitoring and management of risks, business 
reviews, establishment of businesses, timely 
processing of business (for example combating 
fraud, investment profiles, limits, market, credit 

or operational risks as well as system and prod-
uct training). 

 Statutory or regulatory information, disclosure 
or reporting obligations with respect to courts, 
authorities, compliance with official orders (for 
example the automatic exchange of information 
with foreign tax authorities, orders by the 
FINMA, public prosecutor’s offices, in connec-
tion with money laundering or the financing of 
terrorism or for the purpose of recording and 
monitoring communications). 

 Protecting Hottinger AG’s interests and securing 
its claims in cases where claims are brought 
against Hottinger AG or clients of Hottinger AG 
as well as protecting the security of clients and 
employees. 

 Any other purposes of which Hottinger AG has 
informed you. 

 
2.5 Bases for the processing of personal data 
Depending on which products and services Hottinger 
AG provides to you or the purpose for which the per-
sonal data is processed, the data processing is carried 
out on the following basis: 
 Conclusion or performance of a contract or com-

mencement of a business relationship with you 
or for the purpose of fulfilling Hottinger AG’s ob-
ligation arising from such a contract or business 
relationship. 

 If necessary, in order to protect Hottinger AG’s 
legitimate interests, for example, business deci-
sions, monitoring and management of risks, 
business reviews, protecting the Bank’s interests 
and securing the claims of Hottinger AG, its cli-
ents and employees. 

 If necessary, in order to fulfil statutory or regu-
latory obligations or perform duties in the public 
interest. 

 
2.6 Are you subject to an obligation to provide 

personal data? 
If personal data which Hottinger AG processes are 
necessary in order to fulfil statutory or regulatory ob-
ligations or for the conclusion or performance of a 
contract or the commencement of a business rela-
tionship with you, it may be the case that Hottinger 
AG cannot accept you as a client or cannot provide 
you with products or services if Hottinger AG is unable 
to process this personal data. In this case we will in-
form you accordingly. 
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2.7 Categories of intended recipients, guarantees 
and disclosure abroad 

Within Hottinger AG, only those departments receive 
access to your personal data which require this for the 
conclusion or performance of a contract or the com-
mencement of a business relationship, in order to ful-
fil statutory or regulatory obligations or perform du-
ties in the public interest. 
Hottinger AG only discloses client data to third parties 
in the following cases – depending on the nature of 
the products and services used: 
 In order to execute orders, i.e. in relation to the 

use of products or services, for example to pay-
ees, beneficiaries, authorised account users, in-
termediaries as well as correspondence banks, 
other parties involved in a transaction, service 
providers, exchanges or marketplaces, reporting 
of certain stock exchange transactions to inter-
national transaction registers. 

 On the basis of statutory obligations, legal justi-
fications or official orders, for example to courts 
or supervisory authorities in the area of the law 
governing financial markets or tax matters or, 
where necessary, in order to protect Hottinger 
AG’s legitimate interests in Switzerland and 
abroad. The latter applies in particular in the 
event of legal steps or public statements against 
Hottinger AG being initiated or threatened by 
the client, in order to secure Hottinger AG’s 
claims against the client or third parties, in con-
nection with the collection of Hottinger AG’s 
claims against the client and in order to restore 
contact with the client after contact with the 
competent Swiss authorities has been broken 
off. 

The term data processors refers to third parties who 
process personal data on behalf of and for the pur-
poses of Hottinger AG, for example IT, financial ser-
vice providers or consulting firms. If personal data is 
communicated to such a data processor, they may 
only process the received personal data in the same 
way as Hottinger AG does. Hottinger AG selects its 
contract processors carefully and places them under 
a contractual undertaking to guarantee confidential-
ity and client confidentiality in Switzerland as well as 
the security of the personal data. 
 
ART. 3 – Rights 
You have the right to information, rectification, eras-
ure, restriction, objection, as well as - where applica-
ble - the right to data portability. In addition, you have 
the right to lodge a complaint with a competent data 
protection supervisory authority (see point 4). 

Hottinger AG accepts information requests in writing 
together with a clearly legible copy of a valid official 
identity document (for example passport, identity 
card) The contact details are provided under point 5. 
The right to erasure and the right to object are not 
unlimited rights. Depending on the individual case, 
overriding interests may necessitate further pro-
cessing. Hottinger AG will examine each individual 
case and notify you of the result.  
You can at any time withdraw your consent to Hot-
tinger AG processing your personal data. Please note 
that such a withdrawal of consent would only affect 
the future. Processing which took place prior to with-
drawal of consent is not affected. 
 
If Hottinger AG fails to meet your expectations with 
respect to the processing of personal data, if you wish 
to complain about Hottinger AG data protection prac-
tices’ or if you wish to exercise your rights, please no-
tify Hottinger AG of this (see point 5). Among other 
things, this gives Hottinger AG the opportunity to ad-
dress your concerns and if need be, make improve-
ments. In order to assist Hottinger AG in responding 
to your enquiry, we request that you provide a corre-
spondingly detailed notification. Hottinger AG will 
look into your concerns and will reply within an ap-
propriate period. 
 
ART. 4 – Contact details and exercising your rights 
 
Hottinger AG is responsible for the processing 
of personal data: 
Hottinger AG 
Hottingerstrasse 21 / Postfach 
8024 Zürich 
 
To exercise your rights in accordance with section 3, 
you can contact the following office: 
Hottinger AG 
Data Office 
Hottingerstrasse 21 / Postfach 
8024 Zürich 
 
or send us a message by e-mail to: 
datenschutz@hottinger-ag.ch 
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Further questions related to data protection 
 
You can address your questions in connection with 
data protection to the following department:  
Hottinger AG 
Compliance 
Hottingerstrasse 21 / Postfach 
8024 Zürich 
 
 
If you are not satisfied with Hottinger AG’s response, 
you have the right to lodge a complaint with the data 
protection authority. You can address general ques-
tions, suggestions, and comments to your relation-
ship manager. 
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